
 
 

 

 
 

 
 

 
 

 

 
 

 
 

ly  
 

 
 

 
   

 

 

  
☒  

☐  
☐  
☐  
☒  

☐ Information is NOT collected, maintained, or used that is identifiable to the individual in 
this system. Only sections 1 and 5 of this form are required to be completed. 

  

 
 
 

 
 

BTFA_Privacy@BTFA.gov
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Managing 
Government Records. 

  

☐  
☐  
☐  
☐  
☐  
☒  
☐  
☐ Describe 

  

☒  

☐  

  
 

   
(Yes/No) 

 
If Yes, provide a 
description. 

  
 

  
 

  
  

 



 
 

    
(Yes/No) If Yes, provide a 

description. 
  

   
  

  
  

  
   
  

 
 
 

 
 

  
 

 
 

 
 

 
 

 
    

 
 

 
 

  
 

 
 
 

 
 

 
  

 

  
 

☒ List Privacy Act SORN Identifier(s) 

 



 
 

    
  

 
 

  
 

   
 

 

☐  

  

☐ Describe 

☒  

 
 

 
 

 

 

  

☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  

 



 
 

☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  

 
 

 
 

  

☐  
☒  
☒  
☐  
☒  
☐  
☐  
☒  

 
 

 
 

 
 

 



 
 

  

☒  
☐  
☐  
☐  
☐  
☐  
☐ Describe 
☒  

 
 

 

  

 
 
 

 

  
 

☒  
 

 
 

 
 

 

☒  
 

 
 
 

 
 

 

☒  
 

 
 

 



  

 

 

Digital Center for Excellence 
Privacy Impact Assessment 

other Federal agencies as authorized and required to meet legal and reporting requirements. Data 
in the system may be used for security and privacy incidents reported to the DOI-CIRC and the 

 US-CERT and may be shared with other  
investigative purposes. 

☒ Tribal, State or Local Agencies: Inactive records containing PII may be shared with Tribes 
who are authorized to access or receive data from the system to satisfy litigation and non-
litigation or in response to FOIA and Privacy Act requests. Data may be used for security and 
privacy incidents that are reported to the DOI-CIRC and the  US-CERT, and may be shared 

with other aw enforcement agencies for investigative purposes. 

☒ Contractor: Inactive records containing PII may be shared with contractors (and employees of 
the contractor) who are authorized to access the system to provide operational support for the 
system, or to satisfy litigation and non-litigation including, responses to FOIA and Privacy Act 
requests. Data may be used for security and privacy incidents that are reported to the DOI-CIRC 
and the US-CERT, and may be shared with other law  
for investigative purposes. 

☒ Other Third Party Sources: Inactive records containing PII may be shared with external 
auditors or the Office of the Inspector General (OIG) in the performance of annual or financial 
audits. Data may be used for security and privacy incidents that are reported to the DOI-CIRC 
and the  US-CERT, and may be shared with other law  
for investigative purposes. 

F. Do individuals have the opportunity to decline to provide information or to consent to the 
specific uses of their PII? 

☐ Yes: Describe the method by which individuals can decline to provide information or how 
individuals consent to specific uses. 

☒ No: The system does not collect PII from individuals. The data consists of digitized images 
of retired records that are accessioned to the AIRR. Individuals do not have an opportunity to 
decline to provide their personal information. Consent was provided when the original record 
was created by the record owner. 

G. What information is provided to an individual when asked to provide PII data?  Indicate 
all that apply. 

☐ Privacy Act Statement: Describe each applicable format. 

☒ Privacy Notice: Describe each applicable format. 
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☒ 
  

☐  

  
 

 
 

   
   

   
  

  
   

   
 

  

☒  
 

 
 

 
 

☐  

 

  

 
  

  
  

 
 

  

 



 
 

   
 

 

  
 

  
 

 

  
 

 
   

  
 

 

  
 

 
  

 
 

  
 

 

 the  
  

  
  

 and  
  
  

 
  

 
  

 

 



 
 

 
 

 
 

 
 

 
  

 
  

 
 

 

 
 

 
 

 

 
 

 
 

 
 

 
 
 

 
 

 

 
 

 
 

 
  

 

☒ 
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☐  

  
 

☐ Explain what risks are introduced by this data aggregation and how these risks will be 
mitigated. 

☒  

  

☐ Explanation 

☒  

  
 

☐ Explanation 

☒  

  

  
 

  

☐ Describe the controls that are in place to protect the data 
from unauthorized access or use.  

☐ Describe the controls that are in place to protect the 
data from unauthorized access or use.  

☒  

  

 



    

 
 

☒  
☒  
☒  
☒  
☐ Describe 

  
 

 
 

 
 

 
 

 
 

 
 

 
 

 

  
 

☒ Were Privacy Act contract clauses included in their contracts and other regulatory 
measures addressed? 

 
 
 

 

☐  

  
 

☐ Explanation 

☒  

  

☒ Explanation 

 



 
 

 
 
 

 
 

 
 

 
 

 
 

☐  

  

 
  

 
 

  

 
 

 
 

 

  

  

☒  
☐  
☒  
☒  
☒  
☐  
☒  
☐  

 



 
 

☐  
☒  
☐ Describe  

  

☒  
☒  
☒  
☒  
☐  
☒  
☒  
☒  
☒  
☐ Describe 

   

☒  
☒  
☒  
☒  
☒  
☒  
☒  
☒  
☐ Describe 

  
 

 

   
 

 
  

  
 

 
  

 

 



 
 

  
 

 

 
 

  
 

 
 
 

 

 




